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Incident Command System (ICS)

ICS was developed in the 1970s following a series of catastrophic fires in California's urban interface. Property damage ran into the millions, and many people died or were injured. The personnel assigned to determine the causes of these outcomes studied the case histories and discovered that response problems could rarely be attributed to lack of resources or failure of tactics. Surprisingly, studies found that response problems were far more likely to result from inadequate management than from any other single reason.

The Incident Command System:

- Is a standardized management tool for meeting the demands of small or large emergency or nonemergency situations.
- Represents "best practices" and has become the standard for emergency management across the country.
- May be used for planned events, natural disasters, and acts of terrorism.
- Is a key feature of the National Incident Management System (NIMS).

As stated in NIMS, "ICS is a widely applicable management system designed to enable effective, efficient incident management by integrating a combination of facilities, equipment, personnel, procedures, and communications operating within a common organizational structure. ... ICS is used to organize on-scene operations for a broad spectrum of emergencies from small to complex incidents, both natural and manmade. ... ICS is used by all levels of government—Federal, State, tribal, and local—as well as by many nongovernmental organizations and the private sector. ICS is also applicable across disciplines. It is normally structured to facilitate activities in five major functional areas: Command, Operations, Planning, Logistics, and Finance and Administration."

ICS and Executives/Senior Officials: Frequently Asked Questions

Any incident can have a mix of political, economic, social, environmental, and cost implications with potentially serious long-term effects. Also, more and more incidents are multiagency and/or multi-jurisdictional. As the Executive or Senior Official, you need to be aware of how ICS and interagency (regional) multiagency coordination systems can work to ensure cooperative response efforts.

- **How do I maintain control when an incident occurs?** As the Executive or Senior Official, you establish the overall policy, and provide guidelines on priorities, objectives, and constraints to a qualified Incident Commander. In many agencies, this is done as a matter of policy through a written delegation of authority.

- **Where do I fit in the incident management process?** ICS has a well-defined hierarchy of command. After you have clearly articulated the policy you wish followed and delegated certain authorities, the Incident Commander who reports to you will have the necessary authority and guidance to manage the incident. The Incident Commander is the primary person in charge at the incident. In addition to managing the incident scene, he or she is responsible for keeping you informed and up to date on all important matters pertaining to the incident. Your continuing role is to ensure that you are informed and that your Incident Commander is functioning in a responsible manner.
ICS Features

The 14 essential ICS features are listed below:

- **Common Terminology**: Using common terminology helps to define organizational functions, incident facilities, resource descriptions, and position titles.

- **Modular Organization**: The Incident Command organizational structure develops in a top-down, modular fashion that is based on the size and complexity of the incident, as well as the specifics of the hazard environment created by the incident.

- **Management by Objectives**: Includes establishing overarching objectives; developing and issuing assignments, plans, procedures, and protocols; establishing specific, measurable objectives for various incident management functional activities; and directing efforts to attain the established objectives.

- **Reliance on an Incident Action Plan**: Incident Action Plans (IAPs) provide a coherent means of communicating the overall incident objectives in the contexts of both operational and support activities.

- **Chain of Command and Unity of Command**: Chain of command refers to the orderly line of authority within the ranks of the incident management organization. Unity of command means that every individual has a designated supervisor to whom he or she reports at the scene of the incident. These principles clarify reporting relationships and eliminate the confusion caused by multiple, conflicting directives. Incident managers at all levels must be able to control the actions of all personnel under their supervision.

- **Unified Command**: In incidents involving multiple jurisdictions, a single jurisdiction with multiagency involvement, or multiple jurisdictions with multiagency involvement, Unified Command allows agencies with different legal, geographic, and functional authorities and responsibilities to work together effectively without affecting individual agency authority, responsibility, or accountability.

- **Manageable Span of Control**: Span of control is key to effective and efficient incident management. Within ICS, the span of control of any individual with incident management supervisory responsibility should range from three to seven subordinates.

- **Preassigned Incident Locations and Facilities**: Various types of operational locations and support facilities are established in the vicinity of an incident to accomplish a variety of purposes. Typical preassigned facilities include Incident Command Posts, Incident Bases, Camps, Staging Areas, Mass Casualty Triage Areas, and others as required.

- **Resource Management**: Resource management includes processes for categorizing, ordering, dispatching, tracking, and recovering resources. It also includes processes for reimbursement for resources, as appropriate. Resources are defined as personnel, teams, equipment, supplies, and facilities available or potentially available for assignment or allocation in support of incident management and emergency response activities.

- **Information and Intelligence Management**: The incident management organization must establish a process for gathering, sharing, and managing incident-related information and intelligence.

- **Integrated Communications**: Incident communications are facilitated through the development and use of a common communications plan and interoperable communications processes and architectures.
ICS Features (Continued)

- **Transfer of Command:** The command function must be clearly established from the beginning of an incident. When command is transferred, the process must include a briefing that captures all essential information for continuing safe and effective operations.

- **Accountability:** Effective accountability at all jurisdictional levels and within individual functional areas during incident operations is essential. To that end, the following principles must be adhered to:
  - **Check-In:** All responders, regardless of agency affiliation, must report in to receive an assignment in accordance with the procedures established by the Incident Commander.
  - **Incident Action Plan:** Response operations must be directed and coordinated as outlined in the IAP.
  - **Unity of Command:** Each individual involved in incident operations will be assigned to only one supervisor.
  - **Span of Control:** Supervisors must be able to adequately supervise and control their subordinates, as well as communicate with and manage all resources under their supervision.
  - **Resource Tracking:** Supervisors must record and report resource status changes as they occur.

- **Deployment:** Personnel and equipment should respond only when requested or when dispatched by an appropriate authority.

Position Titles

At each level within the ICS organization, individuals with primary responsibility positions have distinct titles. Titles provide a common standard for all users. For example, if one agency uses the title Branch Chief, another Branch Manager, etc., this lack of consistency can cause confusion at the incident.

The use of distinct titles for ICS positions allows for filling ICS positions with the most qualified individuals rather than by seniority. Standardized position titles are useful when requesting qualified personnel. For example, in deploying personnel, it is important to know if the positions needed are Unit Leaders, clerks, etc.

Listed below are the standard ICS titles:

<table>
<thead>
<tr>
<th>Organizational Level</th>
<th>Title</th>
<th>Support Position</th>
</tr>
</thead>
<tbody>
<tr>
<td>Incident Command</td>
<td>Incident Commander</td>
<td>Deputy</td>
</tr>
<tr>
<td>Command Staff</td>
<td>Officer</td>
<td>Assistant</td>
</tr>
<tr>
<td>General Staff (Section)</td>
<td>Chief</td>
<td>Deputy</td>
</tr>
<tr>
<td>Branch</td>
<td>Director</td>
<td>Deputy</td>
</tr>
<tr>
<td>Division/Group</td>
<td>Supervisor</td>
<td>N/A</td>
</tr>
<tr>
<td>Unit</td>
<td>Leader</td>
<td>Manager</td>
</tr>
<tr>
<td>Strike Team/Task Force</td>
<td>Leader</td>
<td>Single Resource Boss</td>
</tr>
</tbody>
</table>